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Navigating the AI Ethics Frontier: A Cross-national
Comparison of Al Policy Documents for Developing Responsible
Al Workforce

1 Abstract

With the rapid growth of Artificial Intelligence (AI), and the world becoming a global village, the
ethical implications of Al are gathering concerns from the technologists, policymakers, and
ethicists around the globe alike. Given the powerful impact of Al and its ability to shape the lives
of human beings in the coming years, it is of utmost importance to nurture responsible Al
engineers who can design ethical Al systems. To be able to nurture such engineers, it would be
helpful for educators to understand existing efforts to govern Al ethically and responsibly. In this
paper, we focus on the five stakeholders of Al, namely: the USA, Great Britain, European Union,
China, and India. The reasons for selection of these countries are the significant role they play on
the global level, their population diversity (India and China present one-third of the world’s
population, a population that migrates in huge numbers to the other three regions mentioned
above), and varying cultural perspectives.

This paper analyzes the documents that discusses the Al policy of each mentioned country, to take
a deep dive into the frameworks that were developed for regulation of Al technology. The paper
will introduce the policy documents presented by the governments and then conduct comparative
analysis. We will answer the following question: What are the similarities and differences in
ethical concerns and mitigation strategies discussed in the policy documents across these five
countries? The findings of this study will allow the engineering faculties to see a comprehensive
picture of the existing efforts to govern Al ethically, and incorporate these in education of
engineers of tomorrow. Naturally, the educational implications of the findings will also be
discussed.

Keywords— Al Policies, Al Ethics Frameworks, Global Al Policies, Al Ethics Education

2 Introduction

The concept of Artificial Intelligence (Al) has existed for years, with first being published by Alan Turing,
in his paper “Computer Machinery and Intelligence” [|1]. From the time of simple Turing Test”, the
domain of Al has seen a massive boost, specifically after the advent of Large Language Models

(LLMs) [2]], that powers the Generative Al tools, such as Chat GPT. With such a rapid rise, Al has become
a game changer in many industries [3]], including healthcare [4]], education [5]], finance [[6], and national
security [7]], due to its ability to automate tasks [8]], improve decision making [9], and enable

innovation [10]. The rise of Al and its integration into such important factors have raised concerns of



algorithmic biases [11]], data privacy [12], accountability [13]] and regulatory oversight [[14]. Today’s
discussions on the global scale of Al focus on how best to foster innovation responsibly.

Given these challenges, governments around the world have created Al policies and regulatory frameworks
to mitigate risks and promote the development of responsible Al [[15[16]. The United States, United
Kingdom, European Union, China, and India are among the world’s most influential Al economies [17]],
and contribute most to research of Al [18]], and each has adopted different governance models according to
their socio-political, economic and cultural priorities. Understanding current policy initiatives of those five
countries will help engineering educators to be better prepared to nurture Al engineers who can innovate
responsibly.

Therefore, this research paper seeks to identify the similarities and differences in the policy initiatives,
especially for ethical Al systems, across the five countries - The United States, United Kingdom, European
Union, China, and India. Based on the analysis, we will identify implications for engineering education,
specifically, how Al ethics can be integrated into engineering curricula to enable future Al practitioners to
create fair, transparent, and accountable Al systems. We answer the following research question: What are
the similarities and differences in ethical concerns and mitigation strategies discussed in the policy
documents across these five countries?

The justification for choosing the five countries is as follows: 1) These five countries/regions (namely:
USA, UK, China, EU and India) provide a large portion of the world’s Al research, investment, and market
influence. For example, the US, UK, EU, and China combined contributed 101 notable Machine Learning
(ML) algorithms, whereas India was the second largest contributor to Github’s Al project [19]]. 2) The U.S.
and China are leading in the development and application of commercial Al, and control the biggest Al
driven economies [20]. 3) The EU and UK are at the forefront in the discourse on Al regulation and ethics
and are developing the norms of the international community with their policies [21]]. 4) India is unique in
its Al policy focus on inclusive Al development, making it a useful country to examine when it comes to
Al in developing economies [22].

For a rigorous and representative analysis, this study reviews official Al strategy and regulatory documents.
Below is a list of documents chosen and reasoning for the choice:

¢ U.S.’s Blueprint for an Al Bill of Rights: Making Automated Systems Work for the American
People [23]: A non-binding document from the Office of Science and Technology Policy (OSTP)
which represents US government’s ethical Al principles , that demonstrates the industry-driven
approach and focuses on the transparency, accountability and human rights, making it an essential
read to understand Al self-regulation.

» UK’s National AI Strategy [24]]: An official policy document by UK government, that showcases
innovation through sector-led governance approach, and Al Assurance framework provides
guidance for the development of ethical Al

» India’s National Strategy for Artificial Intelligence [25]: An official policy document that
presents a development-oriented approach, and highlight AI’s goal in emerging economies making it
as valuable case for Al accessibility and digital inclusion.

* EU’s Artificial Intelligence Act [26]: Perhaps one of the most comprehensive and legally binding
document that regulates the development of Al in 27 nations of the world, hence setting benchmarks
for ethical AI’s global standardization.



¢ China’s Next Generation Artificial Intelligence Development Plan [27]: Official document from
the Chinese government that outlines China’s long-term development goals related to Al, and helps
understand the AI’s role in government oversight and digital sovereignty.

This paper will present an overview of all these policy documents and then focus on the ethical concerns
and mitigation strategies presented in these policy documents. Toward the end, the discussion section will
present similarities and differences across the ethical concerns and their mitigation strategies discussed in
the documents and how the findings can be used to integrate Al ethics into engineering education.

3 Overview of Al Policy Documents

3.1 US’s Blueprint for an AI Bill of Rights: Making Automated Systems
Work for the American People

The ”Blueprint for an Al Bill of Rights: Making Automated Systems Work for the American People” 23],
hereafter mentioned as the Al Bill of Rights, is a white paper published by the White House Office of
Science and Technology Policy (OSTP) in October 2022, outlines five principles intended to guide the
ethical and responsible development and use of automated systems in the United States. While it is not an
official policy document, it seeks to protect the American public from potential harms arising from the use
of Al while fostering innovation and leveraging their benefits. While acknowledging the transformative
potential of Al to improve lives, the document underscores concerns about its misuse, citing cases where
automated systems have proven unsafe, ineffective, biased, and intrusive. The Al Bill of Rights states that
these principles should be considered whenever automated systems have the potential to meaningfully
impact the public’s rights, opportunities, or access to essential resources and services. The following
paragraph presents the five principles of the Al Bill of Rights together with their descriptions and
expectations and practical steps for stakeholders to implement these protections.

The first principle, Safe and Effective Systems, emphasizes the importance of pre-deployment testing, risk
identification and mitigation, ongoing monitoring and clear organizational oversight for the safe and
effective operation of automated systems. It stresses the need for robust evaluations to verify that systems
are operating as intended and do not present an undue risk to public safety or well-being. The second
principle, Algorithmic Discrimination Protections, deals with preventing algorithmic bias and ensuring
fairness through proactive measures. This includes the use of representative data, protections against
proxies for demographic features, integrated accessibility for people with disabilities, and thorough
disparity testing and mitigation efforts. These measures are designed to protect against discrimination and
ensure equitable outcomes. Data Privacy, the third principle, highlight the importance of privacy
protection for responsible Al usage, and advocates for measures such as privacy-by-design, data
minimization, and transparency in data usage. This principle supports limiting the collection and usage of
data, and enhanced oversight on the surveillance technologies, specifically in sensitive domains, such as
education, employment, housing. Fourth principle, titled Notice and Explanation, underscores the need to
provide clear and easy-to-read and understand information on the use of automated systems. It includes
informing the users about the system changes, and providing explanations of the working of said systems.
The purpose of this principle is to promote transparency and provide sufficient information to users to
make informed choices. The fifth principle, Human Alternatives, Consideration, and Fallback, emphasizes
the right of individuals to opt out of automated systems in favor of human alternatives where appropriate,
while highlighting the importance of accessible, and effective fallback mechanisms. It places the
accountability of decision to humans overseeing the working of said systems.



The AI Bill of Rights is not a legally binding document and the values reflected in it are not enforced law.
Instead, it is a guideline that can assist in the development of policies and practices that protect civil rights
and uphold democratic values in the age of Al systems.

3.2 UK’s National AI Strategy

The ”National Al Strategy”, hereafter mentioned as NAS-UK outlines the United Kingdom’s 10-year plan
to maintain its position as a global leader in Al, emphasizing ethical considerations, risk mitigation, and
strategies to ensure Al benefits all sectors of society [24]]. The document acknowledges the transformative
potential of Al while recognizing the unique challenges it presents, which require a comprehensive
approach to governance and regulation. Three core pillars of investing in the Al ecosystem mentioned in
NAS-UK are discussed briefly.

The first pillar of the plan is Investing in the Long Terms Needs of the Al Ecosystem. This is a call to action
to build on the UK’s potential for sustained Al leadership by addressing critical areas of fostering skills,
research and development, data collection, computation power, financial resources, and Al
commercialization. The document also emphasizes the need to attract and train Al talent, support
innovative research, and ensure high quality data availability. The document outlines how the British
government will increase compute capacity, support chip design, provide private and public funding for Al
innovators, and expand market access. This pillar also supports the promotion of collaboration between Al
developers and businesses to create useful and ethically sound Al solutions. The second pillar is Ensuring
Al Benefits All Sectors and Regions which is an equitable deployment of Al across all sectors and regions.
It includes growing the adoption of Al in industries, supporting public sector leadership, and protecting
intellectual property and innovation in Al. The pillar emphasizes the use of Al to tackle social challenges,
including climate change and health. The last pillar is Governing Al Effectively which provides a
framework for the proper regulation and governance of the general principles of Al governance, safety,
enhancing fairness, and trustworthiness. The initiative includes the release of a White Paper on Al
governance together with improved regulatory capabilities and Al assurance tool development. The UK
government seeks to establish leadership in Al standard development while promoting worldwide
governance collaboration to ensure democratic value alignment. NAS-UK establishes measures to tackle
Al risks through efforts against misinformation, algorithm transparency and advanced Al safety

measures.

The strategy envisions a future where the UK leverages its strengths in research, innovation, and regulation
to maximize the benefits of Al while upholding ethical and democratic principles, and safeguarding the
public interest.

3.3 India’s National Strategy for Artificial Intelligence

The ”National Strategy for Artificial Intelligence #AIFORALL” [25]], hereafter mentioned as NSAI,
presents India’s ambitious vision for leveraging Al to drive inclusive growth and position itself as a global
leader in the Al revolution. This strategy has identified a multi-faceted approach to the development of Al,
research, commercialization, workforce readiness, ethical Al, and governance frameworks. Following are
the core pillars of this strategy detailed out in respective sections.

To boost India’s Al research ambitions, the NSAI has divided R&D into two tiered centers. Sensory Al,
Physical Al Cognitive Al, General Al, Explainable AI (XAI), and high-precision learning from small
datasets will all be subareas of focus for basic research at the Centers of Research Excellence (CORES).
They will also engage in the mentoring of research institutions and fundamental Al innovation. The



International Centers of Transformational AI (ICTAIs) will link the country’s academic and industry
sectors and concentrate on application-based research and commercialization of Al technologies. ICTAIs
will develop prototypes to deployable Al solutions and have a structured relationship with COREs for
technology transfer. All these activities will be supervised by an umbrella organization that will be
involved in international cooperation, socioeconomic impact assessment, and financial stability. The
strategy also encourages ‘moonshot’ projects, under which ICTAIs have the freedom to initiate high-risk,
high-reward Al innovations.

To develop the skills necessary for the Al age, the strategy emphasizes the need to realign the education
sector, especially STEM. It proposes a shift from knowledge-based to skill-based education. It also laments
the need to incentivize the IT sector to re-skill its employees. In this regard, the use of online tools like
Coursera and edX will be promoted. The NSAI also proposes the creation of a formal marketplace, the
National AI Marketplace (NAIM), for raw data, annotated data, and deployable Al models. This idea aims
at reducing information asymmetry, opening up data sources, and resolving the ethical issues of data
sharing.

NSAI recommends an ”Accelerating Adoption” strategy to build an ecosystem with public-private
partnership, start-up support, and regulatory integration. It will focus on sectors with high socio-economic
impact for Al adoption, such as agriculture, healthcare, smart cities, and transportation. The Indian
government will offer incentives to enterprises to adopt and implement Al-based solutions and reduce the
bureaucratic burden through regulatory framework, for seamless integration.

NSATI laments the need for responsible Al systems, with transparent and no algorithmic biases, which it
considers as key to address the ethical concerns. It also proposes development of Consortium of Ethics
Council at each CORE to ensure that the Al technology is developed ethically. It also proposes a framework
to address the damages caused by Al. The NSAI declares government’s role as that of a facilitator and
promoter, and provides support through finances, awareness, startups and data privacy laws.

3.4 EU’s Artificial Intelligence Act

The European Union (EU) AI Act [26]] outlines a regulatory framework for artificial intelligence (AI)
systems within the European Union. This framework aims to ensure the responsible and ethical
development, deployment and use of Al systems while protecting fundamental rights, safety, and public
interests. The Act focuses primarily on high-risk Al systems, defined as those with significant potential for
harm to health, safety, or fundamental rights. These systems are subject to specific requirements, including
risk management systems, data quality standards, technical documentation, human oversight, transparency
measures, and conformity assessment procedures. The EU Al Act provides a detailed breakdown of these
requirements and the obligations of various stakeholders in the Al value chain, including providers,
importers, and distributors.

The EU Al Act establishes high-risk system regulations, but acknowledges situations where Al systems
operating in potentially high-risk areas do not present dangers. The document establishes specific criteria
to determine when exceptions apply to profiling Al systems operating in critical sectors such as hiring,
credit scoring, and law enforcement.

The EU Al Act addresses the problems of new generative general-purpose Al models which can be
integrated into multiple systems and generate systemic risks. The Act provides a framework to identify
systemic risks through an assessment of general purpose Al model capabilities and their impact on the
internal market. The deployers must document all characteristics together with performance details and



training data for these models. The Act creates the European Al Office (Al Office) to enforce compliance
and provide guidance while promoting collaboration.

The Act has a major focus on transparency and accountability. It mandates transparency in the development
of high risk Al systems such that their functionality and limitations are understandable by their deployers.
This includes: detailed instructions for use that describe performance characteristics, potential risks, and
human oversight measures. The Act also has requirements for Al developers to explain Al decisions
clearly. The Act details a robust enforcement mechanism, including tiers of fines, post-market monitoring
systems and powers granted to authorities protecting fundamental rights. The Act calls for regular reviews
and evaluations to ensure its continued relevance in light of technological advancements.

3.5 China’s Next Generation Artificial Intelligence Development Plan

The ”Next Generation Artificial Intelligence Development Plan (NGAIDP)” issued by China’s State
Council in July 2017 [27], lays out the country’s ambitious road map for becoming a global leader in
artificial intelligence by 2030. The plan outlines a three-step approach to achieve the objectives, that are:
catch up to global Al leadership by 2020, make major breakthroughs by 2025, and establish China as the
world’s primary Al innovation center by 2030.

To achieve these objectives, it outlines four key principles that are briefly explained below. The
technology-led approach focuses on driving advancements through scientific breakthroughs and innovation,
ensuring that technological progress aligns with broader societal and economic goals. The systems-layout
principle emphasizes a strategic and coordinated approach to advancing Al, recognizing its complexity and
multifaceted nature, and advocates for a targeted development strategy that tailors efforts to the distinct
requirements of foundational research, technological research and development (R&D), industrial growth,
and commercial applications. The market-dominant strategy emphasizes that the market should be the
primary driver of Al development and commercialization, with government providing policy guidance,
regulatory support, and ethical oversight. Lastly, the open-source and open principle encourages a
collaborative ecosystem through shared resources and global partnerships, fostering innovation while
integrating civilian and military technological advancements.

The plan also identifies several areas of focus, such as building an open and coordinated Al innovation
system, fostering highly efficient economy systems, development of a safe intelligent society, strengthening
civilian-military integration in Al domain, building safe and efficient intelligent infrastructure, and
implementation of major science and technology projects for a new generation of Al. These key areas
comprehensively cover wide range of R&D, industry, societal and infrastructural aspects to achieve the
objectives set forward by the plan. The plan further calls for significant investment in basic and applied
research, development of key Al technologies, establishment of Al innovation platforms, and development
of an Al skilled workforce to achieve these objectives. The plan also places importance on the need for
collection, storage, processing and sharing of datasets required for comprehensive Al systems development.
The plan also outlines measures for support of Al systems and society, such as developing laws,
regulations, and ethical norms for addressing the responsibility, data privacy, and accountability.

Overall NGAIDP is a reflection of China’s comprehensive vision of leveraging Al to drive economic
growth, enhance social well-being and boost national security. By 2030, the NGAIDP envisions a China
where Al has become deeply integrated into all aspects of life, from industry and commerce to education,
healthcare, and social governance, transforming the country into a global leader in the Al revolution.



4 Ethical concerns and their mitigation strategies

This section discusses the ethical concerns that were discussed in the policy documents, which are
summarized in the previous section, and the mitigation strategies they discuss to overcome those
challenges. A brief summary of these concerns and their mitigation strategy is provided in table[I]

Table 1: Ethical concerns and their mitigation strategies

Year | Policy Country | Ethical Concerns

Mitigation Strategies

s Unsafe and ineffective automated system
Blueprint for an
Al Bill of

2022 USA

Consultation with diverse stakeholders, Rigorous pre-deployment testing, risk
identification, ongoing monitoring, Use of relevant & high-quality data, est-
ablishing clear organizational oversight & governance structures, & indepen-
dent evaluation by a third party.

Rights [23]
Algorithmic discrimination

Proactive assessment of equity, representative & robust datasets usage. Pre-
deployment and on going disparity testing. Independent evaluation, and plain
language reporting. Guarding against the use of proxies

Abusive data practices and
privacy violations

Privacy implementation by design implementation, providing individuals with
clear and understandable notice. Heightened oversight of surveillance techno-
logies, and enhanced protections and restrictions for sensitive data. No conti-
nuous and unchecked surveillance.

Lack of transparency and explainability

Clear, timely, and understandable notice, Generally accessible documentation,
and up-to-date notices and explanations.

National AI Lack of diversity and inclusion

2023 Strategy [24]

UK

Increasing diversity in the Al ecosystem. Ensuring diverse teams are involved
in the development and deployment of Al systems. Providing up to 1,000
scholarships for postgraduate students

Algorithmic Bias

Diverse and high quality data. Algorithmic Transparency. Regulatory Frame-
works and Guidance, and International Collaboration.

Lack of transparency and explainability

Algorithmic Transparency Standard, Al Assurance Ecosystem, and technical
standards.

. Security Concerns
National Strategy Y

The strategy includes a framework for addressing damages caused by Al,
including negligence tests, safe harbors, and apportionment of damages.

2018 N India
for AL{25) Lack of transparency and explainability

Addresses the need to tackle biases in Al systems and open the black box”
of Al to ensure transparency

Algorithmic Bias

Diverse, well-represented datasets. Identify the bias. Assess it’s impact. Find
ways to reduce it, including rigorous testing, audits, external oversight.

Data privacy violations

The strategy calls for the establishment of a data protection framework with
legal backing, sectoral regulatory frameworks, and adherence to international
standards.

Harm to fundamental rights

Continuous risk management system to be established to identify, assess, &
mitigate potential harms. Fundamental rights impact assessment must be done
to identify and mitigate risks. Specific requirements and considerations to
protect vulnerable groups.

2024 | EU AI Act [26] EU

Bias and discrimination

Data providers must take steps to identify, document, and mitigate potential
biases in Al datasets and systems. Training, validation, and testing datasets for
high-risk AI systems must be relevant, representative, error-free, & compre-
hensive to minimize bias. Providers can process special categories of personal
data to ensure bias detection and correction in high-risk Al systems.

Lack of transparency and explainability

Humans have the right to know they are interacting with Al and right to get
explanation of the decision taken by AI. The AI must have documentation
that outlines all its characteristics and limitations.

Surveillance and privacy violations

Processing of personal data must comply with the EU’s General Data Protec-
tion Regulation (GDPR) and Law Enforcement Directive. Scraping of facial
images without consent is also banned.

Emotion recognition and
manipulation

Use of emotion recognition is prohibited in educational settings & workplace,
along with the use of manipulation techniques.

Next-Generation Bias and discrimination

Strengthen ethics investigation, consider the needs of different groups, strive to
achieve Al system inclusivity, fairness, and non-discrimination.

Al Development
Plan &
Ethical Norms

2017 China

Information leaks
and violation of personal privacy

Handle personal information with principles of legality, propriety, & necessity.
Guarantee personal privacy rights, & data security. Improve security protect-
ion system, and implement design accountability, and supervision.

[27128]
Safety risks

Ensure the deployment of Al in a safe, reliable, and controllable manner.
Strengthen research on legal, ethical, and social issues related to Al Clarify
the roles of Al rights, obligations, and responsibilities.

Transformation of employment
structures

Skills training. Re-employment training and guidance. New job creation.

4.1 US’s Al Bill of Rights

The Al Bill of Rights discusses various ethical concerns that are raised by the use of Al systems such as

unsafe or ineffective systems, stating that people should be protected from them. It discussed some cases in




which the use of technology can cause unintended damage. To mitigate this concern the Al Bill of Rights
suggests consulting with diverse stakeholders, including impacted communities and domain experts, and it
implores the need for rigorous pre-deployment testing and risk identification and mitigation, along with
ongoing monitoring of the systems to ensure systems operate as intended. It further suggests using
third-party experts for independent evaluation of Al systems for safety, effectiveness, and fairness of Al
systems.

The Al Bill of Rights also discusses algorithmic discrimination and defines that algorithmic discrimination
occurs when an automated system contributes to unjustified treatment or disfavoring of people based on
race, color, ethnicity, sex, religion, age, national origin, disability, genetic information, or any other
classification that is protected by the law. To mitigate these biases and reduce algorithmic discrimination,
the Al Bill of Rights stressed on the importance of proactive assessment of equity in the design phase, and
using representative dataset that reflect the diverse population while incorporating the historical, and
societal context accurately. Furthermore, it also guards against the use of proxies (attributes that are highly
correlated with demographic features), as it can lead to algorithmic discrimination which is prohibited by
law.

The document also addresses the ethical concern of abusive data practices and privacy violations. It
highlights the misuse of data, such as unauthorized collection, use, sharing and storage. The Al Bill of
Rights suggests implementing privacy-by-design practice, which include providing clear and
understandable notices about data collection and its use. Another suggestion the document provides is that
sensitive data such as health, financial, and criminal records need to be kept under enhanced protection, and
the person whose data have been used, must have access to the information of who has access to their data,
how it is being used, and the right to withdraw consent for the usage of data. It further discusses protecting
the American people from unchecked surveillance, by suggesting to limit the surveillance unless strictly
necessary, and conducting pre-deployment potential risk assessment, along with heightened oversight
during use.

Another ethical issue the document tackles is the lack of transparency and explainability, which are
cornerstone for ensuring public’s trust in the Al systems. The document suggests that providing clear,
timely, and understandable notice when an automated system is being used and how it contributes to the
outcome, along with accessible documentation that can describe the overall system functionality, can make
automated systems explainable, and thus foster public’s trust.

Al Bill of Rights also discusses the over-reliance on automated systems, specifically in high-risk areas,
such as healthcare, finance, and justice, where Al-driven errors can lead to unfair, opaque, and
unchallengeable decisions, and may limit the avenues to readdress them. To mitigate these concerns, the
white paper recommends having accessible human intervention channels, and presenting people with
choice to request alternatives to automated systems, when the automated decision infringe upon their
rights. It also recommends organization to develop clear accountability frameworks to take responsibility
of the decisions taken by their Al-systems.

4.2 UK’s National AI Strategy

NAS-UK identifies following ethical concerns in the development of Al, mainly in the second and third
pillar: lack of diversity and inclusion, algorithmic bias, and lack of transparency and explainability. With
the growth of Al, NAS-UK determines that it is imperative to increase the diversity in Al ecosystem, the
government is doing that by providing scholarships to under-represented postgraduate student in the
domain of Al and Data Science, as part of its long term goal. According to the data, 1200 students enrolled



in the first year, out of which 40% were women out of which 76% received scholarship, 25% were black
out of which 45% received scholarship, and 15% of the total cohort were disabled students, out of which
24% received scholarships. It highlights the government’s interest in attracting talent from around the
globe in order to have developers with diverse opinions, skills, background and experiences.

NAS-UK acknowledges that Al systems’ autonomy and data-driven decision making approach can
introduce new pathways for bias, impacting fairness and might perpetuate existing inequalities, therefore it
highlights the need to mitigate the algorithmic bias, along with the need of fairness in all the decisions
made by Al systems. To ensure this, the document necessitates the collection of diverse and high quality
data, which will be collected, stored and shared under strict regulatory frameworks. It also highlights the
government interest in collaborating with international partners to mitigate bias.

One of the biggest factor of public trust in the Al systems, is its ability to be transparent and explainable of
how it got to the decision it presented. In this regard, NAS-UK outlines the development of a mature Al
Assurance Ecosystem, along with the technical standards that will be upheld. The policy document also
highlights that Central Digital and Data Office (CDDO) is in the process of conducting research, with aim
of developing a cross-government standard for algorithmic transparency. This transparency is vital for
building trust and ensuring accountability in Al applications.

4.3 India’s National Strategy for Al

NSAI regards Al as the tipping point in technological evolution, and discusses the approach towards
responsible Al, and discusses the concerns related to biases, transparency, privacy, and security. NSAI
places the issue of fairness at forefront of discussion in academic, research and policy fora. It recommends
identifying the biases in the system, assessing their impact, and find ways to reduce them as the best way to
overcome biases in the dataset.

To improve transparency of the Al systems, NSAI suggests opening the ’black box’, of the decision
making algorithm. It suggests making COREs and ICTAIs adopt ethical practices, and places obligation on
Indian government to setup a consortium of ethics councils at each CORE and ICTAI to define the standard
practices and monitor their adoption.

To safeguard the privacy of data, the NSAI recommends instituting a data privacy legal framework,
creating sectoral regulatory guidelines, and collaborating on privacy preserving technology research in Al.
NSAI puts onus on the Indian government, to address and implement data protection framework that
protect human rights and privacy, without stifling the innovation, collaborate with industry to come out
with sector specific guidelines on privacy, security and ethics, and support COREs to do research in new
mathematical models and technology for preserving privacy.

NSAI promotes doing sustainable research to overcome the security issues in Al systems, and recommends
setting up Centre for Studies on Technological Sustainability (CSTS), and recommends that Indian
government sets up CSTS to address issues relating to ethics, privacy, legal aspects, and social
sustainability.

44 EU’s AI Act

The EU Act being a legal document, places special importance on the effects Al carries on the humans. It
discusses in detail ethical concerns such as protection of fundamental rights (recital 48), biases (recital 67),
transparency (recital 101 & 102), surveillance (recital 69), and emotion recognition (recital 18). Practices
that violate fundamental rights are strictly prohibited by the EU Act. It safeguards the fundamental human



rights by stating the a continuous risk management system should be established, implemented,
documented and maintained throughout the entire life-cycle of high-risk Al systems to identify, assess, and
mitigate potential harms. Deployers of high-risk Al systems must conduct fundamental rights impact
assessments to identify and mitigate risks to individuals or groups.

To mitigate the bias and reduce the discrimination, training, validating, and testing datasets for Al systems
must be relevant, representative, and comprehensive. The data providers must take steps to identify,
document, and mitigate potential biases in Al systems, and datasets. Furthermore the Al systems must be
accompanied by documents that outline their characteristics, capabilities, limitations, and risks associated
with them, to ensure transparency. Moreover, the humans have the right to obtain explanation of the
decisions made by the Al systems.

The processing of personal data, including biometric details, must comply with EU’s General Data
Protection Regulation (GDPR), and Law Enforcement Directive. The EU Act bans the expanding of facial
recognition database through untargeted scraping of facial images to protect the privacy of humans. Use of
emotion recognition software in places like education sector, and workplace is also prohibited, along with
the use of data manipulation techniques.

4.5 China’s NGAIDP

NGAIDP and its additional ethics document, Ethical Norms for New Generation Artificial

Intelligence [28]], hereafter mentioned as Ethical Norms, lament on the challenges of biases (Ethical
Norms, Section III, Article 13), information protection (Ethical Norms, Section I, Article 3(III)), safety
risks (Ethical Norms, Section I, Article 3(V), Section IV, Article 17, and NGAIPD: Gurantee Measures
(IV)), and the transformation of employment structures due to Al systems (NGAIPD: Strategic Objectives
for 2030). It laments on the need to strengthen the ethics investigation during data collection and algorithm
development, comprehensive considerations of various groups, and achieve inclusivity, fairness and
non-discrimination. It stresses on the need for research on legal issues such as protection privacy and
property, and information security utilization, and to protect the vital information from leaking, it outlines
the need for personal data to be handled according to the principles of legality, propriety, necessity, and
good faith, which guarantee personal privacy and data protection. It also warns against stealing, tampering
with, leaking, illegal collection and utilization of personal information. To further increase public trust, it
outlines a plan to establish an open and transparent Al supervision system, along with the establishment of
a traceability and accountability system.

To govern the evolving field of Al systems, it laments on the need for solid research on ethical, legal, and
social issues related to Al, along with establishing laws, regulations and ethical frameworks with the end
goal of minimizing risks, and ensuring the development of Al systems that are safe, and reliable. With such
a rapid change approaching, NGAIDP shows concern about the population that will loose their jobs to Al
In this regard, NGAIDP suggests developing lifelong learning and employment training systems, and
supporting higher learning institutes, vocational schools, and training institutes to impart Al skills

training.

5 Discussion

The analysis of various Al policy documents in the USA, UK, EU, India, and China shows that there are
both similarities and differences in the approaches used to tackle the ethical issues pertaining to the Al
development on the global level. After discussing the similarities and differences, we will discuss how
engineering educators can utilize them to teach Al ethics to the engineers of tomorrow.



5.1 Similarities and Differences

Across all jurisdictions, Al policies underscore the need for responsible Al governance to mitigate the risks

of bias, discrimination, lack of transparency, and privacy violations. Table [2] presents a comparative
analysis of similarities and differences between the five documents, which are discussed below in

detail.
Table 2: Similarities and Differences between Policy Documents
Countries | Bias & Fairness | Transparency PDl:t‘;acy & Accountability | Surveillance
Voluntary fairness Industry self- Best practices | Encourages self- Dlscourage.s
regulation, . mass surveillance,
USA assessments, . recommended regulation and
. . explainability . but allows law
industry-driven but no law consumer rights
encouraged enforcement use
Mandated bias Mandatory GDPR-aligned, | Legally binding | Prohibits
EU audits and miti- documentation | strict personal | risk management | untargeted facial
gation and traceability | data collection | and liability recognition
Encourages Al Sector-based GDPR-aligned, | Flexible Encourages ethical
UK assurance frame- | transparency flexible for accountability Al but allows
work standard innovation across sectors certain use
Acknowledges Supports Al Al data Al used in social
. . e governance for | State-controlled .
China bias, focuses on traceability in . credit system &
security and Al governance .
state-led Al governance public governance
state use
Fairness through | Encourages Ethl.cal Al data Al governance .
. . LT sharing through Ethical deployment
India explainable Al explainability & structures .
o1 formal market- of Al in governance
models trust building places recommended

5.1.1 Shared Ethical Concerns

The five policies identify bias in Al-based decision-making as their main critical ethical concern. The U.S.

Al Bill of Rights and the EU Al Act both stress proactive bias assessments and equitable data

representation to prevent discriminatory Al models. NAS-UK adopts an assurance framework instead of

strict legal mandates to address fairness. Both China and India acknowledge bias, but their focus is on
delivering Al benefits equally to diverse population groups.

Another similar concern is around transparency, and Al explainability is a key theme in all documents;
however, the implementation differs across all documents. EU Act mandates transparency through
documentation and traceability requirements, while the U.S. Al Bill of Rights calls for industry-driven
transparency measures. The UK’s sector specific approach promotes explainability within its Al
governance model. China and India stress Al transparency in public facing applications but don’t have as
strict of regulations as the EU.

Privacy, is another one of the concerns that finds its way in all these documents, however, only EU Al Act
sets legal protection and aligns closely with GDPR. While the NAS-UK also aligns with GDPR, it allows
flexibility for innovation. The Al Bill of Rights makes recommendation for best practices but lacks
enforcement mechanisms. China’s Al Ethical Norms discuss personal data security but also talks about
integrating Al in surveillance applications. India’s policy discusses lawful and ethical Al data

sharing.



Along with these similar ethical concerns all the documents address the accountability of Al systems as
well. The EU AI Act lays down clear accountability for Al developers through risk management and legal
liability structures. The U.S. Al Bill of Rights encourages risk assessments by the industry, rather than
legal obligations. UK’s approach is sector-led, relying on individual industries to define Al accountability,
while state oversight is emphasized by China and India for Al governance models.

5.1.2 Differences in Ethical Concerns

While there exists a substantial overlap between the ethical concerns, there is also some difference among
them as well. For instance, the Al Bill of Rights emphasizes on the safe and effective autonomous systems,
so that the Al systems work as intended. While safety is an implicit concern in other policies, the Al Bill of
Rights is the only one to frame it explicitly, as a primary ethical challenge.

The EU Al Act holds distinction in introducing ethical concern related to emotion recognition, subliminal
manipulation, and social scoring, labeling them as practices in violation of fundamental rights. None of the
other policy documents discuss these concerns in detail, making them unique to EU AI Act. NAS-UK
holds its distinctiveness as it discusses sustainability, the environmental effect of Al systems.

China’s Al policy addresses the social stability and governance as ethical concerns, emphasizing the use of
Al for social credit systems, predictive policing, and public surveillance. The NGAIPD lays this out as
ethical challenge to maintain societal harmony and state security. India differs from others by identifying
digital inclusion as an ethical concern, underscoring the need to provide access of Al systems to
under-served communities. China and India also highlight the ethical concern regarding the workforce
displacement by introduction of Al systems, a concept less touched upon by other policy documents.

5.1.3 Similarities and Differences in Mitigation Strategies

The Al policy documents of the USA, UK, EU, China, and India contain both common approaches to
ethical issues and distinct approaches that are aligned with regional interests. Even though all documents
address similar concerns such as bias, transparency, privacy, accountability, and surveillance, the ways in
which these challenges can be addressed differ significantly across the frameworks.

To guarantee the fairness of Al systems, all five frameworks emphasize bias mitigation. A common
approach shared in the policies is the use of high-quality and representative datasets to help minimize
discriminatory outcomes. For example, the EU Al Act makes legally binding the audits and dataset reviews
for high-risk Al systems, although it does not mandate fairness assessments; the USA Al Bill of Rights
recommends that developers conduct voluntary fairness assessments. Similarly, India’s NSAI promotes
fairness through Explainable AI (XAI) and ethical oversight councils, and to ensure that Al systems serve
the common good, China’s policies promote general principles for unbiased data processing. In contrast,
the UK has adopted a sector-focused approach with bias mitigation frameworks for industries such as
healthcare and finance, which provide flexibility but lack comprehensive enforcement.

Transparency is universally recognized as an essential component for establishing public trust in Al
systems. All frameworks stress the need for traceability, documentation, and explainability. This makes the
EU AI Act stand out, as it mandates comprehensive documentation for high-risk Al system throughout the
entire life cycle. By contrast, the USA and UK have adopted voluntary documentation practices,
encouraging developers to adopt explainability standards without mandating them. India links transparency
with trust building and has provided guidelines on how to make Al systems understandable for
public-facing applications. China also supports transparency and integrates it with the compliance
mechanisms, the latter of which are primarily for regulators rather than people.



The protection of personal data is a shared responsibility across all five documents and there is a collective
emphasis on responsible data governance. The EU has the most stringent rules for the lawful processing of
data with GDPR aligned rules. However, the USA has no federal Al-specific privacy law and instead
counts on privacy-by-design, and state-level regulations. The UK has mirrored GDPR but with a more
flexible approach, which allows for both innovation and data protection. India encourages ethical data
sharing through measures like the NAIM, while China focuses on data protection within its state-controlled
framework and sees privacy as secondary to national security.

From the documents, it is clear that the accountability of developers and deployers their Al systems is
essential. The EU AI Act introduces legally binding risk management requirements, thus transforming
accountability into a regulatory obligation for high-risk systems. In contrast, the USA and UK rely on
voluntary accountability mechanisms; encouraging developers to do their own impact assessments and to
maintain ethical oversight. India advocates for multi-stakeholder collaboration to build accountability, and
China’s centralized model places accountability under government oversight.

5.2 Integration of AI Ethics into Engineering Education

Engineering ethics education has taught professional responsibility of engineers (e.g., by introducing
engineering codes of ethics), such as considering health, safety, and welfare of the public [29,30].
However, with the advent of Al in various industries, there is a need for the engineering ethics curriculum
to specifically include discussion around the ethical concerns related to Al [31]]. As Al is increasingly
incorporated into engineering practice, it is crucial to incorporate ethics education into Al education for
engineers to prepare future engineers for the challenges of Al application [|32}33]]. The commonalities
across ethical concerns in the Al policy documents (bias mitigation, transparency, privacy, accountability,
and risk management), which we identified through this study, can be prioritized to be emphasized in Al
ethics curricula in engineering programs.

Specifically, engineering educators can: 1) teach how to mitigate bias in Al systems from various global
regulatory perspectives, 2) teach privacy, transparency and accountability frameworks, and 3) prepare
engineers to be familiar with Al governance and its impacts on engineering practice.

5.2.1 Teaching how to mitigate bias in Al systems

All five Al governance frameworks identify bias in Al systems as an important ethical concern. Therefore
bias mitigation can be an important component of Al ethics education. Bias is an issue that engineers need
to address particularly in the context of machine learning, predictive analytics, and automated
decision-making. Al curricula should include bias audit methodologies used in the EU Al Act, UK Al
Assurance Framework, and India’s XAl initiative to expose students to how bias can be detected
practically. Engineering education researchers have suggested that interdisciplinary collaboration and
hands-on projects can be used to teach bias mitigation [[34-37]]. For instance, students should audit
real-world Al datasets for fairness issues by analyzing hiring, healthcare, or lending application datasets to
detect demographic imbalances or proxies that may result in discrimination. Students would need to
evaluate datasets through fairness metrics such as disparate impact, equalized odds and demographic parity.
Students would investigate bias origins by examining historical data inequalities and create solutions to
address these issues through dataset re-balancing, and sensitive attribute removal.

After identifying biases in their audits using the methods prescribed by the EU Al Act and UK Al
Assurance Framework, students could then apply statistical debiasing techniques such as re-weighting
algorithms, adversarial debiasing, or pre-processing adjustments. They can thus correct the biases they



have identified in their audits when implementing these techniques, so as to develop Al models that meet
the fairness criteria. For example, students might use open source libraries like Fairlearn [38]] or IBM Al
Fairness 360 [39] to adjust the training data or to apply constraints which ensure that Al decisions cannot
effect specific demographic groups.

Students could take part in Al policymaking exercises which demonstrate how various governance models
handle bias. Students would take on EU regulatory roles to implement legally binding fairness audits or
function as USA, which advocates for support industry self-regulation. The exercises would require
students to create policy suggestions and perform simulated bias impact evaluations and discuss the
trade-offs between Al innovation and fairness during development. Such activities can encourage critical
thinking, help students to recognize how bias mitigation strategies differ by regulatory framework, and how
governance models can impact the practical application of ethics in Al

5.2.2 Teaching privacy, transparency, and accountability frameworks

The transparency and explainability requirements in the EU AI Act, U.S. Al Bill of Rights, and India’s Al
Governance Strategy present the potential for introducing ethical Al documentation practices into
engineering education. Researchers also note that engineering students should be trained to develop Al
systems that are not only technically efficient, but also legally and ethically compliant [40-42].

To achieve this, Al curricula can integrate Al documentation and explainability best practices (e.g., model
cards [43]] and algorithmic impact assessments [44]]). Model cards are the standardized documentation
templates that contain information about the AI model, such as what is the model supposed to do, how well
does it perform, what are the limitations of the model, and what are the potential risks, so that users and
stakeholders will know what the system is capable of and what are the ethical implications of the system.
Similarly, algorithmic impact assessments are tools used to analyze the potential societal, ethical, and
regulatory effects that may result from deploying an Al system, which helps developers identify risks and
how best to mitigate them before the system is deployed. These best practices should be incorporated into
the curriculum to teach students how to practically document and evaluate Al systems with high
transparency and accountability in mind.

Al curricular can also include comparative exercises analyzing how different regulatory systems approach
Al transparency (e.g., GDPR in Europe vs. voluntary disclosure in the U.S.). Educators can include mock
regulatory compliance exercises that let students evaluate Al systems through the EU’s high-risk Al
classification framework which determines system risk levels for individual or societal harm. Students can
analyze facial recognition system for law enforcement to determine if it meets EU standards for risk
management and transparency and bias mitigation before proposing modifications to meet regulatory
requirements. Through these exercises students can learn how compliance frameworks operate in
real-world scenarios while developing their ability to analyze ethical and legal challenges of Al
deployment.

The analysis of privacy regulations across different global Al governance models offers an excellent
educational case study about how engineers need to modify Al systems to meet local legal requirements.
For instance, the contrast between GDPR-aligned Al privacy frameworks and China’s Al-driven state data
governance model can demonstrate how innovation flexibility relates to strict regulation.

5.2.3 Preparing engineers to be familiar with AI governance and its impacts

As more engineers become to contribute to Al policy-making efforts [45,46], they must also develop
policy and regulatory literacy. Thus, engineering students need to develop policy literacy, be familiar with



technology policy-making processes, and be able to interact with various stakeholders of policymaking,
such as policymakers, ethics boards, and other interdisciplinary teams, in order to tackle real world
Al-governance issues. Therefore, Al ethics education can include policy simulation exercises in which
students evaluate Al ethics dilemmas in the context of global ethical Al laws. A potential example of a
policy simulation exercise might have students examine an Al system used for hiring decisions, and ask
them to determine whether or not it complies with the EU Al Act by identifying risks related to bias and
transparency, or the U.S. Al Bill of Rights by evaluating fairness and explainability. The students could act
as policymakers, regulators or developers and in groups discuss the trade offs between ethical obligations
and business interests as they develop recommendations that would cause the system to comply with global
ethical Al laws.

Al ethics education can also include cross-disciplinary projects, integrating computer science, law,
philosophy, and social sciences to prepare engineers for ethical Al leadership. Such projects can also serve
as venues for interdisciplinary learning in which engineering students would work either with their own
peers or interact with guest lecturers to understand the societal, legal, and ethical issues of Al systems. To
help students situate their learning in real-world challenges, Al ethics educators can invite professionals
such as compliance officers, Al ethics committee members or policymakers to deliver guest lectures or lead
workshops on real-world governance challenges. They can also work with companies to develop capstone
projects or internships in which students take on the task of Al governance, such as auditing algorithms for
fairness or developing compliance strategies for regulatory frameworks. Engineering ethics educators can
also include real world case studies to illustrate how Al governance is effecting engineering practice.

6 Conclusion

This paper presents a comparative analysis of the Al policy documents of the United States, the United
Kingdom, the European Union, China, and India to identify both ethical concerns and their mitigation
strategies. The study identified key themes of algorithmic bias and discrimination, lack of transparency,
and privacy violations, and how these can be addressed through different regulatory and policy approaches.
By comparing these Al policies, this study shows where there is convergence and where there is divergence
in Al governance. The analysis further explains how these findings can be incorporated into engineering
ethics education to enable future Al professionals to develop as ethically competent, which is required for
responsible Al development.

This research concludes that the usage of harmonized Al-governance strategies is becoming inevitable.
Despite the differences in regional priorities in Al policymaking, the universal ethical principles of
fairness, accountability, and transparency are not different. To this end, academic institutions can play a
pivotal role in training Al practitioners for the future by aligning engineering education with global Al
governance frameworks, so that those developing and deploying Al prioritize ethical responsibility in its
use. As a result, it will be critical for the Al workforce to be well informed and ethics conscious in its
development of Al that benefits all of humanity in an equitable and responsible way as Al continues to
shape societies.
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